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Showed using the generalized 
OW2H lemma of [Ambainis-

Hamburg-Unruh’19].
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qAdaptive TDF

[Our Work]

Correlated-
product TDF

[Our Work]

qSelective-IBE
[Boneh-Zhandry’13]

KDM-secure PKE

Hash Proof 
System

[Our Work]

[Our Work]IND-qCCA KEM

[Our Work]

1-bit IND-
qCCA PKE [Our Work]

[Chevalier-Ebrahimi-Vu’22]

qIND-qCCA PKE
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IND-qCCA PKE1-bit IND-
qCCA PKE [Our Work]

Required a “nested” 
application of the 

generalized OW2H lemma.
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