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• FrodoKEM does result in anonymous and robust PKE schemes.

[Xag21]: Keita Xagawa. Anonymity of NIST PQC Round 3 KEMs, EUROCRYPT 2022. [https://eprint.iacr.org/2021/1323.pdf]


