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I end this paper by acknowledging that everyone writes block cipher, not
blockcipher. Still, the time has come to spell this word solid. I invite you to join
me.
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* Do | want PQC to be eventually replaced by QRC/QSC?
* Yes!

* Will the community actually do it?
* Highly unlikely.

* So what’s the point of this talk?
* | don’t know.






